CTP Uses Agile Development to Cut Resource Burn Rates & Delivery Time

Chameleon Technology Partners (CTP) has worked to date since the ’90s for Fortune 50 Companies as well as the federal government. Enterprise leadership enables us to assess challenges and remove roadblocks, ensuring a path to success. At CTP, we deliver high-quality, end-to-end solutions to help customers achieve their goals. This approach includes iterative development, testing, and deployment of software and systems. This process enables us to deliver solutions that meet customer needs in a timely and cost-effective manner.

For the Office of Secretary of Defense (OSD), one of the challenges on the project was that the task order was written as a traditional waterfall approach to Systems Engineering Life Cycle (SELC) development of IF Systems. However, the needs of the client required an agile development approach. We immediately restructured the traditional agile approach and were able to meet the requirements. In addition, we implemented a rapid application development (RAD) approach to the TELL while deploying a RAD-friendly, continuous improvement approach that decreased delivery from 3 to 4 months to 2 weeks. Development teams were reorganized from purely functional teams to matrix teams of multiple capabilities to promote the needed ramp and cross-training necessary for delivery. By aligning the mechanisms and approaches from data to query to interface development and database administration, our business category may be small but our client value is big. Data. See us at www.ChameleonTechnologyPartners.com.

By John H. Pan, President, Chameleon Technology Partners
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Cybersecurity Awareness Month Programs

Oct 3
Key Cybersecurity Issues for Government Contractors

Bryan Hendry, Partner, Dickstein Shapiro LLP

Cybersecurity Acquisition: What is the Government Buying?

Bryan Hendry, Partner, Dickstein Shapiro LLP & Graham Hendry, Senior Legislative Advisor, Dickstein Shapiro LLP

Oct 10
Cyber and data loss poses merger risks

Oct 16
Mentor Session: Harris Corporation

Harris Corporation

Cybersecurity Awareness Month Program Co-hosted with the Infragard National Capital Region Members Alliance

Oct 23
Insight Session: Robert Carey, Principal Deputy CIO, DOJ

Register for these and other upcoming programs: www.gtscoalition.eventbrite.com

Robert Carey, Principal Deputy CIO, DOJ on Cyber & Innovation

GTS Coalition: Everyone is talking about cyber — what does this mean to you?

RC: “We DO see a lot of activity with regard to regulations and the districts of cybersecurity and protecting information. Our approach, at least within the Department of Justice, is that we need to do what is needed to protect the nation at the expense of the nation’s interest. In the defensive arena, we are focusing on cybersecurity management and the importance of the business model. This is a primary concern for those who are looking to do business with the government.”

RC: “Yes. I’m looking for facts and data. There are very few technologies that we know about right now. What I am looking for are those that support a company’s claim of cybersecurity, or protections against attacks and from some state statistics or business case studies or other analysis to show the relationship of the innovation and the data and the data that is publicly available. I am interested in that data if we are going to start looking at more technical analysis or actual scenarios of-off-the-shelf capabilities.”

As far as the threats go — we all read about new ones every day. We are probably going to continue to need to find existing security measures that work on both the human and the technical side of the organization.”

“Would you like to offer your feedback to us in terms of what you believe is important for us to focus on?”

“Do your homework on the Department’s, its size, depth, and breadth today. There are a lot of people right now, who need folks who have spent some time going to know the Department on the cyber side. It’s not a small task. Why do we need executives who can match their technology or cybersecurity with their business? What business does it provide for the government on real-world data on successful outcomes, within budget constraints.”

Oct 25

Scan to sign up for GTSC’s Weekly Insider for upcoming programs and news!

GTS Coalition: Advocating for small and medium-sized companies in the Federal homeland and national security.

GTSC: I was on a planning committee meeting for a major technology conference focused on homeland security. Realizing the two go hand-in-hand; we realized that there’s a need for more investment in research and development. Right now, companies in the technology sector aren’t seeing the returns they once had. The federal government isn’t being proactive in terms of funding and education. This is something that needs to be addressed if we want to continue to make progress in this field.”

Advocating for small and medium-sized companies in the Federal homeland and national security.

GTSC: Monday, October 24, 2022, 10:00 - 12:00 PM

GTSC: Together we can make progress in this field.”

Advocating for small and medium-sized companies in the Federal homeland and national security.

GTSC: Today, October 25, 2022, 10:00 - 12:00 PM

WAYNE NUNEZ

GTSC President
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